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Abstract. In the network world, users can temporarily hide part or all the real identity and characteristics in real time by means of a code name, interact with other codes or exchange information. The interpersonal interaction and relationship on the Internet are based on these codes, and anonymity has become one of the most important features of the network. Freedom of expression on the Internet is everyone's right. But due to the anonymity of the network, the right to speak has been expanded infinitely, and has gradually become a horrible cause. Netizens are spreading unscrupulous malicious remarks. Any power to lose checks and balances will become a totalitarian and violent. Network virtuality and user anonymity are considered to be the culprit of many network problems, such as "cyber violence". Therefore, it is necessary to anonymous on the Internet to conduct in-depth analysis and objective evaluation, strengthen the people of Network Anonymous malicious dissemination of Ideological and moral education, cultivate a healthy personality, the construction of laws and regulations of the network society, in order to effectively regulate and guide the behavior of users of anonymous.

Introduction

Psychologist John Wason has studied 23 different cultures to illustrate the power of anonymity: uniforms and masks become tools for soldiers to fight, and the anonymity of uniforms and masks leads to slaughter, torture and destruction. He was surprised to find that in 13 cultures that used anonymous means in 15 wars, 13 cultures had cruel acts. But in 8 cultures without anonymous means, only 1 cultures produced cruel acts."Hurt so cheap, the cost of such evil consequence, any power lose balance, will become totalitarian, become violent. In addition to the anonymity, there is an important reason why language is regarded as a machete. That is, only in a free society, who will be suppressed, distorted, silent, grow out of another phase - exclusive, slogan, oppressive, and violent discourse system."[1]This is the power of anonymity.

Related Definition of Network Anonymity

First, web anonymizer: anonymity refers to the unidentifiable nature of the real social identity of the subject. In fact, there are two layers of meaning, one is the unmarked state of the behavior subject, and the two is the personal social identity information that cannot identify the subject of the behavior[2].It can be seen that anonymity is a social state that needs to occur in the context of at least one object or audience[3].Network anonymity should be regarded as a kind of indiscriminability [4], that is, it is not accurate to know the personal information of the behavior subject in the network.

Second, network real name: relative to network anonymity, real name refers to the identiability of the real social identity of the subject. It also includes two layers of meaning, one is the identification of the true identity of the subject, and the two is the identifiability of the personal social identity information of the subject. The real name is also a social state, and it also needs to happen in a specific social situation. The real name of the network represents the effective correspondence between the actor and the real social identity in the network, that is, the ability of the virtual digital identity of the network to correspond to the real identity of the real society [5].

Third, cyber violence: Internet violence refers to some netizens' Internet speeches published on
certain events, which have gone beyond the normal reason, not only have completed the moral trial of the parties in the virtual space, but more seriously, the litigants have even been punished in real life. The violent behavior of netizens on the Internet is the extension of social violence on the Internet [6].

In fact, the issue of "cyber violence" in China, at least, can be traced back to the next day of the "9/11 Event" in 2001. That time, some young netizens expressed their admiration for real violence and blood with unusual speech. Similar conditions can still be seen in the South Asian tsunami disaster. At this moment, there are always those who have not lost their conscience to stand up and uphold the principles of transcending "all nations", calling for good in human nature, and reflecting on the evil reflected in Internet speech [7].

Fourth, network malicious communication: Malicious communication is a special phenomenon in the network communication in recent years. With the popularity of Internet applications, the rapid spread of Internet has become a network defamation of the normal culture, and even forms a network strategy with the purpose of killing [8].

The Meaning and Connotation of Network Anonymity

A cartoon by Steiner, an American painter, describes such a scene: two dogs roaming in the network. The big dog proudly taught the puppy to say, "no one on the Internet knows that you are a dog." This cartoon classic embodies the characteristics of the anonymity of the network.

The anonymity is a concept in sociology, the earliest it is the study of the German sociologist Georg Simmel, he pointed out that in the daily life in the interaction will gradually produce various types of patterns, these types with different degrees of life experience and contact with others, gradually from the face the situation from anonymous to context, the two sides also refers to the interaction and not have a deep understanding of each other, so the anonymity [9].

At present, there are 670 million Internet users and more than 4 million 130 thousand websites in China. The network is deeply integrated into the economic and social development and integration into the people's life [10]. The network provides a platform for the exchange of information to people, in this platform, people in the real world of sex, age, occupation, appearance and personality characteristics and so on can be a computer screen; people in real life habits, eyes and expression is not reflected in the exchange of information in the network hidden behind the screen, only one virtual code represents the user identity.

In such anonymous communication environment, people can deliberately hide some information or even fabricate some information. They can conceal their personality characteristics in daily life, and even create a completely opposite personality characteristic. With anonymous identity, people in the network society, can be more free to express themselves, to achieve the greatest degree of self imagined, switching freely different social roles, you can chat with people in different fields, can use different virtual identity to feel the world and life. In the identity hidden under the condition of network communication more reflects the "ego" personality, emphasizing their freedom of expression but also in the desalination of social responsibility and moral conscience of their own, like the speaker gives an anonymous power invisibly in the long term is likely to lead to emotional or other kinds of polarization psychological problems.

The Cause of Network Anonymity

"Time is regional", "space is the material support of social practice of sharing time" [11]. The real world is space-time, and time and space are specific and perceptible. The rise of the Internet surpasses the time and space situation of the real world. In the network, time and space are empty. According to Custer, the Internet "completely transformed the fundamental dimension of human life: time and space. Regional disintegration is divorced from the significance of culture, history and geography, and is integrated into functional network or image collage, which results in the replacement of local space by mobile space. Time is eliminated in the new communication system when the past, the present and the future can be previewed in the same message and interact with each other. The image, text, sound and other multi-dimensional information at near light propagation in the global scope, so that
different parts of the world people can almost receive the same information at the same time; with the network, people no longer need to face the presence of communication, even thousands of miles away, just stay at home sitting in front of a computer screen click on the mouse, can be in instantaneous[12].

**Negative Society Impact of Network Malicious Communication**

A few years ago, there had been a sensation of "AIDS women" on the Internet. A woman claiming to be from Hebei Rongcheng county has published 279 male cell phone numbers that she had sex with on her blog, and said she was infected with AIDS. The news caused a great disturbance in the Internet, the so-called "number of contacts" overnight spread throughout the country each big forum users of this kind of behavior "of the network, even to the mouth of the devil take" personal abuse and attacks. In order to attract eyeballs, some websites take the click rate and make a lot of hype on the matter. Very multimedia also reported and reprinted the event at the first time. In October 16th, the litigant, the litigant, was very inexplicable and shocked to say, "the content on the blog is false, and I have never blogs." On the 18 day, in order to prove the innocence, intercalate also deliberately returned from the migrant workers in Beijing to return home for physical examination, and finally the results of HIV antibody test were negative. On the 19 day she returned to Beijing and went to the national CDC for a final test, and the result showed that she did not have HIV. On the same day, he said in an interview with reporters that his blog photo was only retained by his ex boyfriend, Yang. He said his family and his spirit had been seriously injured and wanted to ask for mental compensation from the initiator. In October 23rd, the suspect Yang was caught. The following is the part of the arrest of Yang received by Sa Beining, a CCTV reporter.

Reporter: How did you think of using the network to disseminate information?
Yang: I didn't use a computer before, and I wouldn't use it. Do not think much, that is to think that the network is likely to spread faster, think that the network knows more people, and no one really knows who hair.

Reporter: how do you know the way the network spreads?
Yang: at that time, there was a picture of Cecilia Cheung on the Internet. It seems like this is a big impact. At the beginning, it was a kind of retaliatory mentality. But I did not expect to cause such a big result on the Internet all kinds of people who don't know to transfer. When I chatted with my friends, I said I could click on the name of intercalate, and I've got tens of thousands of things at Baidu. I feel that it's a big thing. Now I want to say sorry to her and her family, including those who are on the phone.

People.com.cn view channel posted users for comment posted: Dudley intercalated after who will be the next "AIDS girl"? Post wrote, "in a sense, in fact, netizens and Yang and what is the difference? Is also pushing the wave to help LAN network rumors from, if not network communication, Dudley intercalated" the AIDS "impossible" rotten night fame " , Yang slander conspiracy will not succeed, but innocent Dudley also need not accept such a leap of a rather baffling moral judgment". "Jin Sil Dutch act the lesson of blood in Korea network directly promoted the implementation of real name system, Dudley intercalated though not star also did not pay the price of blood, but rumors of the harm caused to her obvious to people we don't want to, the network real name system which naive to the price of blood to wake up again. Leap De Li finally "self evidence clear" , but facing the present approximation has not been restricted network society, who will become the next "AIDS girl"?[13]

In recent years, the anonymous network similar to the network spread malicious events occurred frequently, such as "salt events" rumors; "the number of" 8.12 Tianjin explosion death rumors and so on, to people's daily life created no small panic, some people use network information advantages to achieve the purpose of destroying the reputation of others, to the victim and the society has caused a certain degree of damage. Therefore, it is of great significance to put forward reasonable countermeasures against the spread of network malignant events.
Suggestions

First, advocate to grasp the moral bottom line of network communicators and cultivate healthy personality.

In the process of communication, network communicators should take an objective attitude and can not be influenced by the emotions of the audience. At any time, it should be taken into consideration whether the event is harmful to the general public of the society as a whole or to a specific individual. The spread of network moral consciousness, ideological and political level affect him in the network activities to a great extent, especially in the private sector involved offenders, those who violate bad moral consciousness will take a "self offenders handle", because there are a lot of psychological and legal norms of their own the offender was not perfect, will feel themselves in a very vulnerable position. Therefore, it is necessary to pay attention to the moral consciousness and personality cultivation of the network communicators.

Second, improving the level of network management and standardizes the communication channel of network information.

Because of the virtuality of the Internet and the characteristics of the digital media, the channels of malicious network communication can be varied, which brings great difficulties to the managers. Through examples, we can find that some malicious dissemination is malicious, but some malicious communication is published and disseminated by others intentionally or by hackers. In view of this, we need to improve the technical level of managers, use technical means and tools to prevent the above phenomena and prevent the spread of malicious dissemination events.

Third, implementing the network real name system policy and constantly renewing the law and regulation system adapted to it.

In recent years, the voice of implementing the real name system has been increasing. It is easy to understand the network real name system is that users must show valid, can prove their identity documents, after identification authentication in network space of speech or other activities, such as the need to upload photos, with registered mobile phone number, ID number, etc.. The implementation of the real name system has increased the sense of responsibility of netizens, reduced the probability of occurrence of fraud, libel and personal attacks in the network environment, and also helped to combat cyber crime, so as to achieve the goal of building a civilized network society and a harmonious social environment. But the use of coercive means to make users comply with the order of the network system is not the end result that we want the system to some extent, but also violated the privacy of Internet users, so we hope that through this system, users can gradually develop each consciously civilized Internet, understand the responsibility for their own words and deeds of the good ideological and moral consciousness, until we no longer need real name system constraints.

Of course, we not only rely on the real name system can solve all the problems, so it is necessary to keep pace with the times, to establish the legal system of law to update and adapt to the network society, gradually expand the network construction, it is necessary to use the technical means to carry out real-time supervision and governance of the network society.
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